
Compliance 
documentation 

made easy



GDPR requires 
organisations to be 
able demonstrating 
compliance



Data Subject Controller Processor

❑ Privacy Notice

❑ Employee Privacy Notice

❑ Consent Form

❑ Access/Disclosure Forms

❑ Registry of Processing Activities

❑ Data Protection Policy

❑ Data Retention Policy

❑ Data Retention Schedule

❑ Data Processing Agreement

❑ DPIA Register

❑ Breach Response

❑ Standard Contractual Clauses

What needs to be
demostrated?



Perform

Data Mapping

Describe

Activities

Get it done

Define Policies and

Security Measures

Produce Noticies,

Forms and Agreements



How does your current 
solution perform? 

.



Do you have overview of the records of 
processing activities?



Do you know which partners are connected to 
which activities?



Are you able managing all group companies?

Are you able collaborating with your 
colleagues?



How we do it?



Structure



Data Processing 

Activities

❏ How was the data collected?

❏ Purposes of collection of the 

data?

❏ Personal data is kept in the 

company?

❏ If the database is stored outside 

the company, where and by 

whom?



Categorised and 
predefined data

❏ Data Subject category

❏ Categories of data

❏ Purpose of processing

❏ Legal basis 

❏ Frequency

❏ Security measures

❏ Processor agreements 

selection



Registry of Data
Processing

Agreements
❏ Use standard 

❏ Privacy Policy link or attachment

❏ T&C link or attachment

❏ Where (country) and for how long 

will be data processed?



Automate your

compliance 
documentation
and track it



Store your  compliance documents
in one place. Track version history.



Summary and drill 
down 



What if I have multiple 
companies to manage?

.



Multi-company

Multi-user

Multi-lingual

❏ Add subsidiaries
❏ Add activities templates on 

general or subsidiary level

❏ Manage users and their 

permissions

❏ Manage branches in their 

local language
❏ Translation of report to any 

other language (in 

development)



Is it secure?
.



AWS
Backups
Encryption
Two-factor auth
ELB
Audit trail

❏ Application is operated in Amazon 
Web Services (Frankfurt - EU). ISO 

27001, ISO 9001, ISO 27017, ISO 

27018

❏ AWS backups + remote backup to 

Tallinn servers

❏ All data (incl. files) is encrypted using 

2048 bit RSA keys and SHA256 with 

RSA as a signature algorithm

❏ Password + Authy application

❏ Elastic load balancing

❏ Logs of every user login and user 

transaction



How much time will it take 
to send
documentation to DPA?

.



Just one minute! Two clicks.
(When you keep your documentation in GDPR Register)





References



A bit more details…

➢ Leading transportation 

platform providing ride-

hailing and scooter sharing 

services

➢ 36 countries

➢ 1 Data Protection Officer

➢ More than one tenth of 

retail trade in Baltics and 

employ more than 3,500 

people

➢ 3 countries, 19 companies

➢ 2 Data Protection Officers

➢ International financial 

technology company which 

offers credit solutions to 

consumers and small-to 

medium sized businesses.

➢ 6 countries

➢ 3 Data Protection Officers



14-day free trial:
https://app.gdprregister.eu/register.

https://app.gdprregister.eu/register


.

Special offer for todays attendees:
Coupon code: HRCCNOV

-20% on subscription price
+ free migartion of activities from
spreadsheets



Have questions? 
Call me!

Aleksander Uibo 
aleksander.uibo@gdprregister.eu
Tel: +372 5151 899

.

mailto:aleksander.uibo@gdprregister.eu

